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Preface

Typographical Conventions

This manual uses the following typographical conventions:
This symbol indicates additional or background information for the particular
ﬂ> section. For example, the symbol is used in Chapter 2 to refer to the specific
commands that were set by your system administrator.

Launcher This symbol indicates a Launcher Menu selection. Depending on how your
;7 account is set up, the Launcher may already be on your screen. If that is the case,
< simply use the mouse to select an option. If the Launcher is not present, press
the Setup key or key sequence for your keyboard, as shown in Table 1.

Table 1 Setup Key and Key Sequences

Keyboard Type Press

101/102 with Setup Setup key

101/102 with Pause SHIFT-Pause

Windows 95 SHIFT-Pause

Sun keyboard ALT-GRAPH-HELP or ALT-GRAPH-SETUP
3270 keyboard Right ALT-ExSel (The left ALT key does not work)
LK401 F3 key

UNIX keyboard Alt-Graph-HELP

Figure 1 on the next page illustrates the typographical conventions used in this
manual.
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Definition or file name
Command
name

Bootstrap protocol, bootp] is the recommended way to exablish

to the Netstation in an internet protocol environment. ‘bootp obta
Command (type as is)

y that the bootpd and bootpiab files are in the /erc direct
Prompt (do not type) —. # iIs /ete/hootp* '

Variable (substitute 2. If they are not there:
the correct value)

Path

S \
# cp /tekxp/bin/<host=/bootpd fete

3. Edit the /m./hmrfllc to add the Netstation internet address

Response on screen

1128.07.60.30 | portland
or lines in a file

The parameters on the host computer must match the param
in order for serial communications to work. Your system ad
in the remote configuration file, or tell you what parameters 1

4/
Program name - .
To verify or change your serial parameters:

Menu or key name
2, Select Setup.
3. Drag on the menu and release on
4. Determine if your cable is connected to Serial Port 0 or 1.
Menu button name
5. Select the Return to Main Menu: button.

Required variable

Authorizeiauthorization-k

Required switch e
(choose one) BMethod ROM or MOP or TFTP or NFS

Optional variable

Figure 1 Typographical Conventions
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Network Computer Package

Network Computer Package

This manual assumes you have installed your network computer according to the
included pictorial instructions. Your network computer has the following
components:

* The monitor is the screen where text and graphical information is displayed for
viewing. You can position the monitor to a comfortable viewing angle by tilting
and turning the monitor on its base. You can adjust the brightness and contrast
controls according to your preference. The controls are typically located on the
front or side of the monitor.

* The logic board is the controller inside your network computer that handles all
input and output communications and local processing.

* The keyboard is used as the primary method for entering alphanumeric data.
You can open the folding legs on the back of the keyboard to adjust the
keyboard angle. There are several different keyboards available, in many
different languages.

* The mouse is a device used to position a pointer appearing on the display in
order to access or select information. It is used as the primary method to move
about in a window manager or X window application, access menus, and select
options. Information on using the mouse and the mouse buttons is in the next
section of this chapter. Trackballs, touchscreens, and tablets can also be used as
pointing devices. Contact your system administrator for more information on
these devices.

* The communication port is a connector on the back of the cabinet housing your
network computer logic board. You connect your existing network cable to this
connector. A network cable must be set up for you by your system administra-
tor. This cable must be attached to your network computer in order to run.

» The NCBridge software is the network computer operating system and support
files that your system administrator must load and configure on a host computer
so your network computer can start up. If your network computer has an
optional flash ROM-based unit, the software may not be necessary.

The software is shipped on one or more CD-ROMs (also on magnetic tape for
VMS only). The disks or tapes and the documentation CD-ROM with various
manuals are shipped with the software in a separate package from the network
computer.

NCBridge User Manual Xi
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Map to the NCBridge Documentation

Table 2 presents the contents of the manuals in the NCBridge documentation
set. These manuals are included on the Documentation CD-ROM.

xii

Table 2 Available NCBridge Documentation

Manual Title

Contents

NCBridge User Manual

(This manual) Provides information on using the network
computer with NCBridge software.

NCBridge Reference Manual

Provides explanation of all NCBridge, Setup Main Menu,
and Boot Monitor commands; plus Diagnostics, SNMP,
Tek220 and Tek340 Emulators, Printing, Keyboard,
CSLIP, and Scripting Language setup.

3270 User Manual

Provides information on using the OpenConnect 3270
emulator.

3270E/5250 User Manual

Provides information on using the TEEMX 3270E/5250
emulators.

NCBridge for UNIX Installation
and Configuration Manual

Provides information for installing NCBridge on a UNIX
server and explains how to configure the network
computer to download and execute the NCBridge
software.

NCBridge for VMS Installation
and Configuration Manual

Provides information for installing NCBridge on a VAX
VMS server and explains how to configure the network
computer to download and execute the NCBridge
software.

NCBridge for Windows NT
Installation and Configuration
Manual

Provides information for installing NCBridge on a
Microsoft Windows NT server and explains how to
configure the network computer to download and execute
the NCBridge software.

The following documentation is available from Prentice-Hall:
* OSF/Motif User’s Guide ISBN 0-13-640509-6

This book presents Motif fundamentals.
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Discontinued Software Features

Discontinued Software Features

As NCD continues to add new features to make your NC hardware more
valuable, we are forced to discontinue support for some of the older software
features. The following is a list of features that were supported in NCBridge 3.2
and earlier software releases, but are not supported in NCBridge 4.0.

Serial Xpress

Local OpenLook Window Manager

X Blink Extension

Local 3179G Terminal Emulator

Sun Audio Intercept Driver for Sun OS Environments
XIE

SIE

Display PostScript and Acrobat Reader

Flash Control Console Client

Support for XP10 X terminals

Serial Xpress

Serial Xpress enabled a NC or X terminal to connect to a remote host and
transmit X Windows data over an RS-232 cable, or indirectly over a phone line
using modems. The NC can now be connected using PPP over an RS-232
connection, or connected to a DSL or ISDN connection using the standard
network port to provide remote access to a host replacing the need for Serial
Xpress.

NCBridge User Manual Xiii
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Local OpenLook Window Manager

The local OpenLook window manager (OLWM) is a window manager for the
X Window System that implements parts of the OPEN LOOK graphical user
interface, original developed by Sun Microsystems, Inc. This feature was
previously provided to allow the OLWM program to run as a local client on the
Network Computer (NC) to help off load server resources. The OLWM
window manager is still supported on the NCs under X Windows by simply
running OLWM directly from a Sun host. OLWM is one of the standard
window managers on Sun’s Workstation products running Solaris. NCs still
offer Local Motif (MWM) or (XPWM) window managers to use in place of
OLWM where a local window manager is necessary.

Local 3179G Terminal Emulator

The local 3179G Terminal Emulation is no longer included. The local IBM
3179G Terminal Emulation included IBM3720 support along with special IBM
Graphics functions (GDDM), including support for older IBM host graphics
applications. The NC still offers support for IBM3270 Emulation.
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Chapter 1

A New Piece of Hardware

A box labeled network computer has been delivered to your desk. Maybe it is a
replacement for your current personal computer, text-only (ASCII) terminal, or
workstation. Or, maybe it is to be used with a new system or application. Either
way, what is a network computer, and how is this new piece of hardware going
to make your job easier than the piece of hardware you already have?

What is a Network Computer?

The broad definition of a network computer (NC) is an internet-capable device
that supports the following features and formats:

e Minimum screen resolution of 640x480

» Pointing device (such as a mouse)

» Text input, audio output

» TCP/IP, FTP, NFS, UDP, Telnet

* SMTP, IMAP4, POP3 (e-mail protocols)

e JPEG, GIF, WAV, AU (multimedia file formats)
* Bootp

e HTML, HTTP (web protocols)

» Java application access

This definition includes everything from internet appliances, such as set-top
boxes that provide Internet access to your television, to powerful PC servers that
meet these requirements. Obviously, not every device that meets these
minimum requirements will be useful in a business environment.

NCBridge User Manual
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1-2

A New Piece of Hardware

A network computer is a device-independent, network-transparent,
multi-tasking device connected to a host computer in a distributed computing
environment. If that makes sense, skip to Chapter 2, Operating the Network
Computer. Otherwise, please read this chapter to better understand what a
network computer is and how it works when you consider the components used
in the definition.

* Distributed computing allows you, from a single network computer, to take
advantage of all the resources available on multiple host computers. For
example, from your network computer you can access multiple hosts at the
same time, perhaps to run a spreadsheet from one computer, create a
document on a second, and receive mail from a third. A
distributed-computing environment is composed of host computers joined
together by a network. Figure 1-1 shows a typical distributed-computing
environment.

Host A Host B Host C

Network

= @
———  Eee=l

Network Computer A Network Computer B

Figure 1-1 Typical Distributed-Computing Environment
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Device-independent means that your network computer can open a session
on any host computer accessible to you, regardless of the computer’s
operating system. With your network computer, you can even have
simultaneous sessions running on totally different operating systems.

Network-transparent means that your network computer can log in and run
applications (called clients) on one or more host computers over the network
just as if it were running locally on the computer itself. This requires a single
network connection cable, not one direct cable for each host you need to
access.

Multi-tasking means that a client you start up in one window continues to run
(in its window) even while you are using a different window. Also, a window
can receive output even if it is completely hidden from view. Each window
essentially functions like an individual terminal or personal computer. For
you, the advantage is that you can have many different windows all on your
network computer display.

Why Use a Network Computer?

To better understand your network computer’s capabilities and advantages,
consider something possibly more familiar, such as a personal computer (PC).

The display, keyboard, and mouse serve the same function on your network
computer as they do on a PC.

Both devices require software in order to boot up and run applications. Here
are some differences:

— PC software is loaded onto a (local) disk right in the PC cabinet.

— Network computer software is loaded onto a (remote) disk on a central
computer.

The network computer advantage is that there is probably far more disk
space available to the central computer than to a PC. Also, there is
typically a support staff to load software and perform back ups on a central
system.

— PC software is typically licensed for a single user on a single PC.

— X applications run on a network and are licensed for multiple users.

Sharing software across the network is usually more cost effective than
buying and maintaining separate copies for each user.

NCBridge User Manual
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A New Piece of Hardware

Both devices require logic boards and storage devices (disks) to handle
information.

— For a PC, the boards and disk drives are within the cabinet. You can only
add a limited number of peripheral devices such as extra disks, printers,
or modems.

— For your network computer, some of the boards are inside the logic
module, but your network computer takes advantage of the main
computing boards, disk drives, and peripherals located on one or more
remote computers.

This is one of the key advantages of a distributed-computing environment.
Computing power, storage, and access to peripheral devices like printers
can be shared to maximize their use, and provide users with more
flexibility. It is also far easier to share information with other users.

How Do You Use a Network Computer?

1.

Unpack your network computer according to the pictorial instructions on the
network computer shipping box.

. Connect the keyboard, mouse, cords, and cables as shown in the pictorial

physical installation guide included in the network computer box.

. Verify with your system administrator that the software to support your

network computer has been installed on a computer. Ask your administrator
if you need specific booting information.

. Power on your network computer and log in. Chapter 2, Operating the

Network Computer details these topics.

. Run your applications. Chapter 3, Using the Network Computer describes

what to do to get started.
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Mouse Operations

The following list presents and explains the terms related to mouse operations
that are used in this manual.

Button (on the display) A small display box within the borders of a window,

or inside a dialog box. Generally, clicking on a button
activates a function or performs some action.

Button (on the mouse) The three buttons on the top of the mouse. Table 1-1

Clicking

Dialog Box

Dragging

Moving

Pointer

Pointing

Releasing

shows the factory configuration of the buttons.

Table 1-1 Mouse Button Configuration

Button Name In Manual 3-button Mouse Selection
Select Left button
Menu Middle button
Custom Right button

Quickly pressing and releasing a mouse button (without
moving the pointer) to select an object on the display screen
or initiate a command.

A box where you choose options and enter information. Use
the mouse to move from field to field, click on buttons and
position the text cursor. Use the keyboard to enter
information in a dialog box.

Pressing and holding down the Select mouse button while
moving the pointer.

Using a mouse to change the location of the pointer on the
display screen.

An arrow on the display screen indicating the current cursor
position for selecting or clicking.

Using a mouse to position the pointer (such as an "x" or "T"
symbol on the screen) on an object on the display screen.

Releasing (lifting your finger) from a mouse button to
complete a dragging action.
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Chapter 2

Operating the Network Computer

Powering On the Network Computer

The first step is to power on your network computer. For network computer
models with a separate logic module, power on both the display and the logic
module. Figure 2-1 illustrates the location of the power switch for the NC900
series base.

Power Switch

D NC900

M
. o

Figure 2-1 Power Switch Location for NC900 Series

If the network computer does not power on, refer to Chapter 6, Troubleshooting
for troubleshooting information.

NCBridge User Manual
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Chapter 2 Operating the Network Computer

The Network Computer Boot Process

When your network computer is powered on, it automatically begins booting.
Booting means your network computer is locating and reading its start-up files.
The boot screen shown in Figure 2-2 appears on your display as the network
computer is booting.

Ethernet  00:00:A7:02:9D:59

IADDR= 128.07.60.30 DNODE= 0.0
IHOST= 128.07.60.01 BMETHOD=TFTP
m IMASK= 255.255.255.0 BDELAY= DISABLED
Hf_’___r_] IGATE= 128.07.60.100 BAFROM= NVRAM
BPATH=/tftpboot/tekxp/boot/0s.900
= Boot Monitor V9.0 =——— 40960 Kbytes memory installed
Amount of System Loaded: 0% [ INNNNEEERILLEETLLLEENELTILLTTTTT] 100%

Attempting to boot with TFTP...
Requesting file “/tftpboot/tekxp/boot/0s.900" from IP host 128.07.60.01

8049-135

Figure 2-2 Network Computer Boot Screen

During a normal boot, the network computer successfully locates and begins to
read the boot files and the Percent of File Loaded slide bar appears on the boot
screen. During a boot, pressing any key on the keyboard halts the boot process.
Do not halt the boot unless directed by your system administrator.

If the slide bar does not appear, or, if your network computer displays a BOOT>
prompt, the boot has halted. To try the boot again, type b and press Enter.

If the boot fails again, call your system administrator or refer to Chapter 6,
Troubleshooting for more information. To help troubleshoot the boot problem,
write down any messages that were displayed.
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Your network computer is attempting to boot from the network or from an
optional Flash memory or ROM board (read only memory). You can tell how
your network computer is trying to boot by looking at the Boot Method
(BMETHOD-=) status line on the boot screen. Possible values are ROM, TFTP,
NFS, or MOP.

Logging In to the Network Computer

The next step depends on the way your system administrator sets up the
network computer software on the host computer. Each login method is
illustrated and described in the following sections to help you identify your
login method.

After your network computer completes the boot process, one of these should
appear on your monitor:

» Gray pattern (called the root weave) with an X cursor (shown on page 2-4)
* Client Launcher (page 2-5)

* HostMenu (page 2-6)

* Login window prompt (page 2-9)

* Telnet window (page 2-11)

* Cterm window (page 2-13)

* WinDD (page 2-15)

* Serial Port Window (page 2-21)

* LAT Window (page 2-23)

If you cannot log in, refer to Chapter 6, Troubleshooting for troubleshooting
information.

The login method is determined by the Host Connect Method command. This
command is set by the system administrator in the remote configuration file or
through Setup on the network computer.
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Logging In from the Root Weave

The root weave is a gray, patterned screen available on all network computers.
When the network computer is ready for input, an X-shaped cursor appears on
the screen. A network computer with the root weave and cursor is illustrated in
Figure 2-3.

Figure 2-3 Root Weave with X Cursor

To log in from the root weave, you need to manually start the Client Launcher.

Launcher | Press Setup or a key combination, depending on the keyboard type (see
i Table 1, Setup Key and Key Sequences,on page ix), to bring up the Client
<

Launcher. Refer to Logging In with Client Launcher on page 2-5.
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Logging In with Client Launcher

The Client Launcher starts the local client you select from a menu. An arrow to
the right of an entry indicates a submenu. In Figure 2-4, selecting Host
Connections displays a submenu listing available host connections, such as
Telnet or Cterm.

Your system administrator configures the Client Launcher to include the local
clients you use most often. (Refer to your NCD NCBridge Installation and
Configuration manual for details on defining the Client Launcher menu.) The
Client Launcher on your network computer may list different clients and
submenus than those that appear in Figure 2-4.

®] Launcher [

Setup
Cansabe
Lock Screen
Huostklena

Host Connections -
Window Managers -
Multimedia -
i

Figure 2-4 Client Launcher Menu

Use one of these methods to start a client from the Client Launcher:
» Position the pointer on the client name and click the Select mouse button.

* Position the pointer on the option to display the submenu. Position the
pointer on the client name and click the Select mouse button.

If using Client Launcher to open a host connection, see the applicable section:
* Logging In with HostMenu on page 2-6

* Logging In with Telnet on page 2-11

* Logging In with Cterm on page 2-13

* Logging In with the WinDD ICA Client on page 2-15

* Logging In with LAT on page 2-23
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The Client Launcher appears automatically if it is specified in the remote
p> configuration file. The applicable command is start (set to LAUNCHER).
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Logging In with HostMenu

HostMenu is a window showing a list of host computer names and network
addresses. Figure 2-5 shows a sample HostMenu.

Notice the list buttons across the top (for example, XDMCP and VMS TDEnet).
These buttons determine which type of log in list is displayed. The button
pressed in indicates which list is currently displayed.

If there are more host names than can fit on one screen, use the mouse to scroll
through the host names. If your host does not appear on the list, try clicking the
Update button or click one of the list choice buttons to display a different list.
If it still does not appear, contact your system administrator.

Figure 2-5 Example HostMenu

To log in with HostMenu using either the mouse or the keyboard:
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» Using the mouse, position the pointer on a host computer where you have a
login account. If your host is not displayed, try the Update button or look for
your host on one of the other lists (change lists by clicking one of the list
buttons across the top).

* Click the Select button (Ieft mouse button) to connect to the host.

» Using the keyboard, enter the host’s name or address in the Host text box and
press Enter. If connecting to a LAT host, enter the Node’s name or address
in the Node Name text box, and the Service name in the Service Name text
box. Use the keys listed in Table 2-1 to edit and move around the HostMenu.

Table 2-1 Keyboard Interface for HostMenu

To: Press:
Clear the contents of a text box Control-u keys
Move among the text boxes Tab key
Move to the first host in the list of Home key
hosts
Move to the last host in the list of hosts End key
Move to a specific host in the list of The first few letters of the hostname,
hosts or if using LAT, the first few letters
of the service name
Page up and down through the list of PgUp and PgDn keys
hosts

After selecting a log in host, some type of screen with a Login: prompt is
displayed. If you selected the wrong host, press Ctrl—c to close the login box
without logging in to the specified host. Depending on your log-in method,
another action may be required. For example, if Telnet was the log-in method,
type exit to log out.

* Atthe Login: prompt, type your user name and press Enter.

* Atthe Password: prompt, type your user password and press Enter.
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For more information, see the applicable section:

Logging In at a Login Prompt on page 2-9

Logging In with Telnet on page 2-11

Logging In with Cterm on page 2-13

Logging In with the WinDD ICA Client on page 2-15
Logging In with Serial Port 0 or I on page 2-21
Logging In with LAT on page 2-23

Continue with Chapter 3, Using the Network Computer.

HostMenu appears automatically if it is set up as the connection method
through the remote configuration file or through Setup. The applicable
commands are Host Connect Method (set to HostMenu) and Default Host
List which determines the list that is initially displayed.
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Logging In at a Login Prompt

If your system administrator has set up your network computer to directly log
in to a specific host, some type of welcome screen with a login prompt is
displayed. A welcome screen is also displayed for programs like HostMenu
after a connection is made. Sample login screens for the UNIX host oregon and
the VMS host IDAHO are illustrated in Figure 2-6 and Figure 2-7.

Welcome to oregon

Login:

Password:

Figure 2-6 Example UNIX Login Screen

Figure 2-7 Example VMS Login Screen
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To log in:

1. Atthe Login: or Username: prompt, type your user name and press Enter.

2. At the Password: prompt, type your user password and press Enter.
Continue with Chapter 3, Using the Network Computer.

Direct connections are specified by your system administrator through the
remote configuration file or through Setup. The applicable commands for
UNIX systems are Host Connect Method (XDMCP Direct) and XDMCP
Server (set to your host). The applicable commands for VMS systems are Host
Connect Method (set to VMS), VMS Autologin Transport (set to TDEnet),
and VMS Autologin TDEnet Host (set to your host).

NCBridge User Manual
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Logging In with Telnet

There are two ways to log in through Telnet, depending on whether your system
administrator specified a default Telnet host for your network computer. If your
network computer displays a Telnet> prompt like Figure 2-8, a default host
has not been specified. In this case, you must open a connection before you can
log in to the host.

Telnet>

Figure 2-8 Telnet Window Waiting for an Open Command

To open a connection to your host computer:

1. Use the mouse to position the pointer in the Telnet window. You can type h
and press Enter to see a list of Telnet commands.
2. Type:
Telnet> open hostname

where hostname is the name or network address of the host.

Telnet> open oregon

Figure 2-9 Telnet Open Command

2-12 NCBridge User Manual



Once a connection is made (Figure 2-10), either automatically or with the open
command, you can log in:

1. Type your user name at the login: prompt and press Enter.

2. Type your password at the password: prompt and press Enter.

Trying...
Connected to 128.07.60.01.
Escape character is ‘]’

login:

Figure 2-10 Telnet Window With a Host Connection

Continue with Chapter 3, Using the Network Computer.

Telnet connection and default Telnet host are specified by the system

ﬂ> administrator through the remote configuration file or through Setup. The
applicable commands are Host Connect Method (set to Telnet) and Default
Telnet Host (set to your host name or address).

Closing a Telnet Window

Press Ctrl-d at the 1ogin: prompt to return to the Telnet> prompt without
logging in to the computer.

To close the Telnet window from the Telnet> prompt, type quit and press
Enter.

NCBridge User Manual
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Logging In with Cterm

There are two ways to log in through Cterm, depending on whether your system
administrator specified a default Cterm host for your network computer. If your
network computer displays an NSH> or CTERM> prompt like Figure 2-11, a
default host has not been specified. In this case, you must specify a connection
before you can log in to the host.

CTERM>

Figure 2-11 Cterm Window Waiting for a Set Host Command

To open a connection to your computer:

1. Use the mouse to position the pointer in the Cterm window. You can type
help and press Enter to see a list of Cterm commands.

2. Type:
CTERM> sethost hostname
where hostname is the node address of the host.

CTERM> sethost 11.10

Figure 2-12 Cterm Set Host Command

2-14 NCBridge User Manual



Once a connection is made (Figure 2-13), either automatically or with the
sethost command, you can log in:

1. Type your user name at the Username: prompt and press Enter.

2. Type your password at the Password: prompt and press Enter.

connected to host 11.10
Welcome to VAX/VMS V5.5

Username:

Figure 2-13 Cterm Window With a Host Connection

Continue with Chapter 3, Using the Network Computer.

Cterm connection and default Cterm host are specified by your system

ﬂ> administrator through the remote configuration file or through Setup. The
applicable commands are Host Connect Method (set to Cterm) and Default
Cterm Host (set to your host address).

Closing a Cterm Window

If you are at the Username: prompt and do not want to log in to the host, wait
until the network connection times out and closes. A message appears on the
screen when the connection closes. Typically it takes 60 seconds to time out.

To close the Cterm window from the NSH> or CTERM> prompt, type quit or
exit and press Enter.
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Logging In with the WinDD ICA Client

The WinDD Client screen shown in Figure 2-14 has three areas for server
information:

* The Server Browsing window (a frame containing a scrolling list).
* The Application Server input field.
* The Console window.

The Server Browsing window contains a list of servers that is automatically
generated, as set up by your system administrator. You must connect to a server
before you can log in.

Dptons Help
[l}::f:(flslh Applicaticn Serer Load

EWPLATI [
Server' natepad &pplication
B{'owsmg TSTHEAMS Ha Load Lkepmse
window WIHDDMo Mo Load License

WWIRDDAG MotePad Application
Server
input field

Application Server;

Clear !
Dialog qlt::- Win DD Message Conscle
button - -

Aiempling to conmect to SErver: "BEVPLATI
Console
window

} Canfigure Dhisk Ll e Exdl WhnDD

Figure 2-14 WinDD ICA Client Screen
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There are two buttons on the WinDD ICA Client screen, a Refresh button for
the list of application servers in the top frame and the Clear Dialog button to
clear the lower frame.

Note: Additional WinDD information can be found in the topic,
WinDD ICA Client on page 5-52 of Chapter 5, Using
Advanced Features.

Logging in With the WinDD ICA Client

From the WinDD ICA Client screen (Figure 2-14) you must indicate the server
you want to connect to before you can log onto the server. There are two ways
to do this:

* By selecting one of the servers listed in the Browsing window (simply click
on its name.)

* By entering the name of the server you want in the Server Input field.

Selecting a Host

There are two ways to select a host server, through ICA broadcast browsing or
by command line entry. Select one of the multi-user Windows NT servers
(application servers) listed in the top frame of the WinDD clients window. (See
Figure 2-14.)

ICA Broadcast Browsing

The ICA Broadcast Browser automatically builds a list of the available
Windows NT servers on the user’s network. This allows you to select a server
from the list of multi-user Windows NT servers—you want a server that can
provide good performance; usually the one with the lightest load.
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Remote Configuration or Command Line Selection

Remote Configuration method. If the server you want to use is listed (this
means it has been defined for you by your system administrator), you can
simply select it from the WinDD ICA client screen.

If you want to access an application server that is not listed, enter the server’s
name or its address in the Application Server input field and press Enter.

Next, the software generates a list and places it above the current list. The top
list, called the Application Server list, is separated from the other servers in the
list by a ===== line.

Command Line Selection. If you start WinDD using xpsh, you can use
options on the command line to specify a server you want to access. There are
anumber of options for this; several of them (—c, —e, —ne, and —h) are explained
here:

Use the —h option to add a named application server to the Application Server
list. For example, to add the name of a server in the list, enter:

-h BVPLATI1

(To add more than one server at a time to the list, put a space between their
names.)

Use the —c option to auto-connect to the first server in the Application Server
list. If there are no servers in this list, this option is ignored and the software
displays the client window.

Use the —e option to enable the Application Server edit field window. This
makes it possible for users to add servers to the Application Server list.

Use the —ne option to disable the Application Server edit field window. This
means users cannot add servers to the Application Server list.

The system administrator specifies the WinDD connection, default WinDD
host, and Server entries through the remote configuration file or through Setup.
The applicable commands are Host Connect Method (set to WinDD), Default
Windows NT Server Host (set to your default server address), WinDD Menu
Entry (lists Windows NT servers for HostMenu), and WinDD Host Entry
(lists additional Windows NT servers for the WinDD client screen).
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Setting the WinDD Window Size

From the WinDD ICA client screen, you can easily change your session
attributes before you connect to a multi-user Windows NT server.

The Configure button brings up the WinDD Configuration dialog illustrated in
Figure 2-15. The resolution determines the size and number of colors of the
WinDD window. The resolution must be selected prior to making a connection
to the application server and cannot be interactively changed until the
connection has been closed. The Configure button performs the same function
as the Options > Configure command in the pulldown menu.

Ceanlgiratias
TEEE R h FLLL BCAEEH

TP R

« 16 Colern

=0 Colers

™ Aeconresr dder Legal

Figure 2-15 WinDD Configuration Dialog
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Logging In

Once you have made a connection, press Ctrl-Alt-Del to bring up the log in
screen, shown below in Figure 2-16. If you want to specify a different server or
return to the Client screen for any reason, select Options > Server. The
Options > Server function switches between the Client screen and the Log in
screen after a server connection is made.

CiEria-
MetaFrame

Figure 2-16 WinDD ICA Log In Screen

1. Enter your user name.
2. Use the mouse or Tab key to advance to the Password line.

3. Enter your password.
4. Press Enter or click OK.
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Closing a WinDD Session

For Windows NT 3.51 servers, close your Windows NT session as usual, by
closing each of your applications, then selecting File > Logoff from the
Program Manager.

On Windows NT 4.0 or later servers, close your Windows NT session by
closing each of your applications, then select Start > Logoff from the Program
Manager.

If auto reconnect is on, the system displays the WinDD log in screen. If auto
reconnect is off, the WinDD client screen appears. Select one of these methods
to close the WinDD session:

* Choose Options > Exit.
¢ Click the Exit WinDD button on the client screen.

¢ Hold Shift and Ctrl, then click the middle mouse button. Select Exit WinDD
from the menu. (This applies only if you still have a server connection.)

Note: Additional WinDD information can be found in the topic,
WinDD ICA Client on page 5-52, of Chapter 5, Using
Advanced Features.

NCBridge User Manual
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Logging In with Serial Port 0 or 1

There are several ways to connect to a host through the Serial Port window
shown in Figure 2-17. Check with your system administrator to find out which
options you can use on your particular network computer.

* Serial communications with no protocol.

Use Serial Port 0 or 1 depending on which port your serial cable is plugged into
on the back of your network computer logic module.

If you have problems establishing communications, contact your system
administrator.

bk Tali); Seripl Poari 1

Figure 2-17 Serial Port Window Waiting for Command

Closing a Serial Port Window

To close a Serial Port window without logging in, press Enter and then type ~.
(tilde (".) followed by a period).
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ra:

Entering Serial Parameters with Setup

The parameters on the host computer must match the parameters of your
network computer’s serial ports in order for serial communications to work.
Your system administrator can set them up for you in the remote configuration
file, or tell you what parameters need to be set so you can enter them in Setup.

To verify or change your serial parameters:
1. Select Setup from the Client Launcher. If you need a refresher on the

. Drag on the Configuration Summaries menu and release on Peripheral Ports.

3. Determine if your cable is connected to Serial Port 0 or 1 by checking the
back of the integrated network computer or the separate logic module.

4. Verify the parameters for the port are set to the values obtained from your
system administrator. Change them if necessary.

5. Select the Return to Main Menu button.
6. Select the Save Current Settings button.
7. Select the Exit Setup button.

Serial Communications with No Protocol
From the Serial Port window pictured in Figure 2-17:
1. Position the mouse pointer in the Serial Port window.

2. If you are using a modem, type your dialing command, which is similar to
this: (Refer to your modem manual.)

atdt phone_ number
3. Press Enter to bring up a Login: prompt.

4. Type your user name and press Enter to bring up the Password: prompt.
5. Type your password and press Enter.
Continue with Chapter 3, Using the Network Computer.

Serial Port connection is specified by the system administrator through the
remote configuration file or through Setup. The applicable command is Host
Connect Method (set to Serial Port O or 1).

Serial Communication via PPP

For communication using Point-to-Point Protocol (PPP), see the PPP support
information in PPP Support on page 5-68.

NCBridge User Manual
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Logging In with LAT

If your network computer displays a LAT> prompt like Figure 2-18, you are set
up to log in through a Local Area Transport supported in a DECnet
environment. To login, you must connect to a LAT service.

LAT>

Figure 2-18 LAT Window Waiting for a Connect Command

To connect to a service:

1. Use the mouse to position the pointer in the LAT window. You can type help
and press Enter to see a list of LAT commands.
2. Type:
LAT> services

to see a list of available services.

3. Type:
LAT> connect service

where service is the name of a valid service.

LAT> connect service

Figure 2-19 LAT Connect Command
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If it is a password protected service, enter the password at the Password:
prompt. You have up to three tries to enter the password before the connection
attempt fails.

Once a connection is made (Figure 2-20) you can log in:
1. Type your user name at the Username: prompt and press Enter.

2. Type your password at the Password: prompt and press Enter.

Welcome to VAX/VMS 5.5

Username:

Figure 2-20 LAT Window With a Service Connection

Continue with Chapter 3, Using the Network Computer.

ﬂ> LAT connection can be specified by the system administrator through the
remote configuration file or through Setup. The applicable command is Host
Connect Method (set to LAT).

Closing a LAT Window

If you are at the Username : prompt and do not want to log in to the host, wait
until the network connection times out and closes. A message appears on the
screen when the connection closes. Typically it takes 60 seconds to time out.

To close the LAT window from the LAT> prompt, type quit or exit and press
Enter.
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Chapter 3

Using the Network Computer

What next? might be a more appropriate title for this chapter. There really is no
single answer to the What next? question. Your network computer is designed
to be as flexible as possible so it can be tailored to fit your needs and your
computing environment. This tailoring process is performed by your system
administrator, with help from the installation and reference manuals that are
included with the network computer software.

While it is not possible to explain step-by-step how to get started here, this
chapter does provide general information to help you figure out What next?
Typically, one of these scenarios occurs:

* A window manager starts automatically.

* A client starts automatically.

* Both a window manager and client start automatically.
* Nothing starts (leaving you to initiate an action).

The sections in this chapter contain information to help you identify what is
taking place on your network computer, and what choices you can make. These
topics are discussed:

* X Window Software Components
* Getting Unstuck

* Window Managers

* Sessions

* Running Clients

* Locking the Display

* Local Floppy Manager (LFM)
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X Window Software Components

Before diving into the details of the possible scenarios, an introduction to some
of the common software components and terminology will be helpful.

The X Window System is a windowing system developed to enhance the usability
of a host computer by utilizing an X server as a device independent interface
between the host computer and your network computer. This means that you can
run clients on computers made by different manufacturers, freeing you to focus
on your applications without worrying about computer differences. Another
advantage is that X is multi-tasking, so multiple applications can run
simultaneously in different windows.

The X server is the interface that translates client requests from your network
computer to the host computer. It also accepts input data from your mouse and
keyboard and generates the appropriate actions.

Windows are bounded areas displayed on your network computer screen that
determine how information is presented on the screen. They can contain text or
graphics (pictures, graphs, animated sequences) generated by your application
programs, such as word processors, or transaction processing software. The X
server controls what gets displayed inside each window. Information does not
spill over from one window to the next.

A Window Manager is a special program that runs on top of the X server and
provides an easy to use interface for you to run and work with your clients. These
items include (among others):

* Window title bars

* Scroll bars

* Manipulating windows (sizing, moving, iconifying, closing)

Those are the visible results of using a window manager. The invisible portions
may be even more important to you. These items include:

* Managing window communications to make sure the correct window
receives the correct information.

* Determining where your mouse pointer is positioned, so it correctly
interprets where you want it to read any input you generate.

Session Windows are various types of communication protocols to establish

communications between your network computer and one or more host

computers.

Clients are applications that run on an X server in a session window. Client means

that the application is typically subordinate to the window. If the window is

closed, the client also closes.
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Getting Unstuck
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Occasionally something may go wrong and your network computer or a client
may get stuck or hang. Hang means the network computer or the client is not
responding to any input coming from you or being transmitted from the host.
This is often due to a busy network. There are three recommended ways to
attempt to restore communications:

* Reset the X Server.
* Reboot the network computer.
 If the keyboard is also locked up, power off on the network computer.
Resetting the X Server
This is the first method to try:
1. Select Setup from the Client Launcher.
2. Click the Reset Server button.

3. When prompted that this closes existing connections, click the OK
button.

The screen is blanked when the reset occurs. It may take a minute or two for the
server to reset. Be patient and wait. When the root weave or your login method
appears, log back in as usual. Refer to Chapter 2, Operating the Network
Computer if you need information on logging in to the computer.

Rebooting the Network Computer

Sometimes rebooting is necessary, even though it adds to the network load. Try
Resetting the X server before you reboot.

If Setup does not come up, or if resetting the server did not work, try rebooting
the network computer. Press the key sequence: Ctrl-Alt-Delete to reboot the
network computer. If the reboot is successful, the boot screen is displayed while
your network computer boots. Refer to Chapter 2, Operating the Network
Computer for more information on booting.

Powering Off the Logic Module (Base)

Note: Turning off the power is the last-resort method. Try the other
methods first, or call your system administrator for
assistance.
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If neither resetting the server nor rebooting the network computer works, turn

the power off, then on with the power switch on your network computer logic
module.
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Window Managers

There are many different window managers available, but the concepts are
similar. Several examples of window managers are:

* Motif (also called MWM)

e HP VUE (for Hewlett-Packard hosts)

« DECWindows (DEC hosts)

» XpressWare Window Manager (XPWM)

Your system administrator sets up and configures your window manager.
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Determining Whether a Window Manager is Running

You can tell if a window manager is running by looking at the borders on an
open window. If you do not have an open window, select Setup from the Client
Launcher to display the Setup window. If a window manager is running, there
is a border around the window, along with a title bar and usually some
command buttons. Figure 3-1 illustrates a Telnet window with and without a
window manager running.

Figure 3-1 Determining Whether a Window Manager is Running
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If your system administrator configured your environment to automatically
start a window manager, skip to the next section, Using a Window Manager.

Your system administrator must configure the window manager on your host
computer before it can be used. If your network computer has the local MWM
option, you can start it from Client Launcher. If the option does not appear, your
network computer does not have it. Contact your system administrator.

To start the local MWM or XPWM from the default Client Launcher:
1. Open the Window Managers submenu.
2. Select MWM or XPWM.

Note: If MWM is not available, or if you use another window
manager, call your system administrator. The command for
starting a window manager is specific to your host and
configuration.
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Using a Window Manager

3-8

The examples in this section are based on Motif, a host independent window
manager included with your network computer software. Host independent
means that it runs on hosts from different operating systems, rather than a
proprietary manager such as HP VUE which is intended only for
Hewlett-Packard systems. Your windows may look and operate differently
from those described here because you are using a different window manager
or because your system administrator has customized your MWM settings.
Refer to your window manager documentation for more information.

Figure 3-2 shows a typical window and its standard elements. A window
usually has command buttons for menu access, and to minimize and maximize
the window. Try the various buttons displayed with your windows.

In addition to the window menu and buttons, there are typically pop-up menus
that you can access outside of a window. These menus are controlled by various
system files. To see if you have these pop-up menus:

1. Position the pointer outside of all windows.

2. Try pressing either the Select or Custom mouse buttons to see if a menu
appears. Information on the menu choices would be included in your window
manager or host documentation.
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Figure 3-2 Elements of a Window

These window manipulations (actions) are described in this section:

Moving a window
Resizing a window
Raising a window
Lowering a window
Maximizing a window
Iconifying a window
Restoring an icon

Moving an icon
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Figure 3-3 shows how to move a window.

14 -1

Figure 3-3 Moving a Window

You can move windows from one location to another on the display.
1. Position the pointer within the title bar or border of the window.

2. Drag the pointer. When you begin moving the window, the pointer changes
to a cross-arrow pointer and a window outline appears. As you move the
pointer, the outline tracks the movement. A small rectangle appears in the
center of the screen and displays the x and y coordinates of the window as
the window moves.

3. Once the window is in the desired location, release the mouse button. The
window appears in the new location and becomes the active window.

Figure 3-4 shows an alternate method for moving or resizing a window: Drag
on the Window Menu, release on Move, position the window outline (by
moving the mouse), and click a mouse button.

" —

R T | TR

"

Figure 3-4 Resizing a Window
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Many windows can be resized. The corners of the window border let you resize
the window in two directions, while the horizontal borders and vertical borders
let you resize the window in a single direction.

1. Position the pointer on the window border or resize corner controlling the
window side(s) you want to resize. The pointer changes to either an arrow
with a corner (for resizing two sides) or to an arrow with a perpendicular bar
(for resizing in one direction).

2. Drag the corner or window border in the direction desired. As you resize the
window, an image of the moving border(s) tracks the pointer movement.

3. Release the mouse button. The window appears in the new size.

Alternate method: Drag on the Window Menu, release on Size, position the
window outline (by moving the mouse), and click a mouse button.

Figure 3-5 shows how to raise a window to the foreground.

Figure 3-5 Raising a Window: Displaying a Window in Foreground

When you want to raise a window; that is, display the window in front of other
overlapping windows so you can see the entire window, follow these steps:

1. Position the pointer (cursor) anywhere in the window (except on a command
button).

2. Click the Select mouse button. Raising a window automatically makes that
window active. Windows cannot be raised from the Window Menu.

Note: There is an X feature called autoraise. If this feature is
configured for your window manager, windows are
automatically raised as soon as you position your mouse
pointer in the window.
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3-12

Figure 3-6 shows how to lower a window to the background.

b ’ Sampl indon

Figure 3-6 Lowering a Window

To place a window behind overlapping windows:
1. Drag on the Window Menu in the window to lower.
2. Release on Lower.

Figure 3-7 shows how to maximize a window.

Sarmple Window

‘Sample Window

Figure 3-7 Maximizing a Window
A window can be maximized to take up the entire size of the display. Some clients
do not support maximized windows.
1. Click the Maximize button in the window you want to maximize.
2. To return the window to its original size, click the Maximize button again.

Alternate method: Drag on the Window Menu and release on Maximize.
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Figure 3-8 shows how to collapse a window down to an icon.

‘Sample Window

Figure 3-8 Iconifying a Window

Iconifying a window means to collapse it down to an icon, a small graphic
representation of the window. This helps you keep multiple windows organized
and easy to access. To iconify a window:

Click the Minimize button in the window you want to iconify.

Alternate method: Drag the Window Menu and release on Minimize.

MWM has a client called Icons. If this client is available, it provides a box to
hold and sort all of your icons.

Figure 3-9 illustrates how to restore an icon to a window.

Figure 3-9 Restoring an Icon

You can change an icon into a window whenever you want to view the window
contents or work in the window. To restore an icon:

Double-click the Select button on the icon you want to restore.

Alternate method: Click the icon once to display a pull-down menu, and then
click Restore.

NCBridge User Manual
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Figure 3-10 demonstrates how to move an icon.

Figure 3-10 Moving an Icon

To move an icon from one location on the display to another:

1. Drag the pointer on the icon you want to move. When you begin moving the
icon, the pointer changes to a cross-arrow and an icon outline appears.

As you move the pointer, the outline tracks the movement.

2. Once the icon is in the desired location, release the mouse button. The icon
appears in the new location.

Alternate method: Click the icon once to display a pull-down menu, click
Move, position the icon outline (by moving the mouse), and click a mouse
button.
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Starting Sessions

As presented in Logging In to the Network Computer in Chapter 2, there are
many different ways to establish communications with one or more host
computers. With a network computer you can have multiple sessions open and
running simultaneously. For example, you might open a word processor, copy
some text from a file, and paste it into window where you are composing some
electronic mail. Or, you might open a session into another host to check if a
customer order has been shipped. You can do all these kinds of tasks without
having to exit any open applications.

Before you start a session, you typically need to know the name or address of
the remote host. You can find this out by calling your system administrator.

There are different types of addresses based on the network protocol used at

ﬂ> your site. Internet protocol (IP) addresses (128.06.70.01 for example) are used
for networks running a protocol called TCP/IP. This is the most common
network for hosts running a UNIX operating system. Node numbers (11.10:: for
example) are used for networks running a protocol called DECnet. This is the
most common network for hosts running a VMS operating system.

There are two easy ways to start a new session from Client Launcher. If you
need a refresher on the terminology used in these procedures, refer back to
Chapter 1, A New Piece of Hardware. Use one of these methods:

1. Select HostMenu. When the HostMenu client appears, use the mouse to
select your host. Refer to Logging In to the Network Computer on page 2-3
for details.

Note: Ifyou loggedin with XDMCP, the XDMCEP list is not
available on HostMenu. Only one XDMCP session can be

running.
2. Select a session from the Host Connections submenu:
Telnet (refer to Logging In with Telnet on page 2-11)
Console (refer to The Console Window on page 6-3)
Cterm (refer to Logging In with Cterm on page 2-13)
WinDD (refer to Logging In with the WinDD ICA Client on
page 2-15)
Serial Port O or 1 (refer to Logging In with Serial Port O or 1 on page 2-21)
LAT (refer to Logging In with LAT on page 2-23)
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Note: Grayed text indicates an option that is not enabled for your
particular network computer. If an option is not listed, it is not
available for your network computer model.

Running Clients

Clients refer to applications that your network computer accesses across the
network, such as a desktop publishing system, a computer-aided design
program, or an on-line transaction processing system. Your network computer
can access multiple clients simultaneously.

Your system administrator can set up your login files to automatically start one
or more clients each time you login. The other alternative is for you to start the
clients you need.

Typically you start clients from a session window or a command menu:

* From a session window, type the command to start your particular client and
press Enter. Instructions for starting clients are included with your
application documentation.

* If your host computer or window manager has command menus available,
there may be menu choices available to automatically start your applications.
If so:

— Position the pointer outside of a window.

— For MWM, you would press the Select mouse button and click on your
client. For other window managers, follow the instructions for menu and
item selection and select the client you want to run.

Refer to the documentation that came with your application for
application-specific operation and information.
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Locking the Display

You can lock your display and all open windows so that while away from your
desk, an unauthorized user cannot access the information on your display. The
xlock local client locks the keyboard only, or the keyboard and the display.

1. xlock can be started from the Client Launcher (select Lock Screen) or with
xpsh from the command prompt, as shown here:

xpsh -display nc address:0 xlock -mode n

To determine the network computer address, select Setup from the Client
Launcher. Drag on Configuration Summaries and release on TCP/IP (for a
UNIX host) or TDEnet (for a VMS host). The address displays as the
network computer IP Address or the TDEnet Address.

The —-mode n setting is optional. If set to —-mode 1, xlock locks the keyboard
only. If set to —-mode 0, xlock locks the keyboard and the screen. If a —-mode
setting is not given, xlock locks the keyboard and the screen by default. If
you receive a “Command not found” message, have your system
administrator add xpsh to your path environment variable and try the xpsh
command again.

When xlock is started, the xlock window appears, asking for a password and
confirmation. Upon entering the password, a blank screen with a floating
lock appears. Pressing a key will prompt for a password. Only the correct
password re-activates the screen.

2. At the Password prompt, enter a password and press Enter.

3. At the Retype prompt, enter the password again and press Enter. This
verifies you have entered the password correctly. xlock remains in effect
until you re-enter the password. The password is valid until you reboot the
network computer or reset the server.

4. To unlock the display or keyboard, press any key for the xlock window. At
the Password prompt, enter the password.

Note: If you forget your password, you must reboot the network
computer or reset the server to unlock the display or
keyboard.
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Local Floppy Manager Client for UNIX Hosts

The Local Floppy Manager (LFM) client provides a Graphical User Interface
(GUI) for copying files between the local floppy drive attached to the network
computer via the parallel interface and a UNIX host server. The GUI provides
a point and click operation. The LFM client is available with NCBridge version
3.2 or higher.

The LFM client is compatible with both the current network computer product
and earlier NCs and X terminals. The compatible platforms are XP117C,
XP119C, XP119M, XP200, XP350, XP400, NC200, NC400, and NC900 series
products.

To start the LFM on a network computer, ensure that the floppy drive is
connected to the parallel port of the network computer and powered up. Once
done, then type these commands at the command-line prompt for an NC900
series product:

xpsh -display <ipaddr>:0 1fm.900

Example: xpsh -display 134.6.5.12:0 1£fm.900

To start the LFM client on an XP series unit, type the following:
xpsh -display <ipaddr>:0 1fm.350

Example: xpsh -display 134.6.7.14:0 1fm.350

Once the client is properly executed, the local NC console window should
indicate that the following files, Ifm.xxx and fdDrv.xxx, have been loaded. The
file name extensions (.xxx) vary according to the NC model, as shown in Table
3-1.

Table 3-1 File Extensions For NC Models

Platform File Name Extension (.xxx)
NC900 series .900
NC200 and NC400 series .500
XP330 series .330
All other XP series .350
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Also, the LFM Client Screen, shown in Figure 3-11, should appear after the
LFM client executes.

Net: Login solar:dalen A Yolume NTSSD_0125 |
Path Ftmp_mnt fhome /dalen /X Path |

12288
512 &
.dt

.hotjava
.netscape
.netscape-old
-snapshot

118161 0709945 pdf MAILCAP
387013 200645 zip 419-23.TXT
294943 300645 zip

99308 A12-16.txt

1400 HN9-23.txt

18944 419-23.xls

3406 426 -30.txt

9216 426-30.%ls

142026 70516_si.pdf

81113 70885 _te.pdf

1272 Alexlee

2332 Bovee

(1] ASG.rtf

20 Mavio
Sanders

Transfer Method I ASCIl Bir

File copied | Abort

Figure 3-11 Local Floppy Manager Client Screen

For more information, see the floppy disk section in the Field Kit Installation
Guide.
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Chapter 4

Local Browser Support

The NC Series network computer supports two different local versions of the
Netscape NC Navigator browser:

* Netscape NC Navigator 3.0 (also known as Navio)
* Netscape NC Navigator 4.x

Both binary versions of the browser are shipped on the NCBridge media.
However, each version must be authorized to run. A minimum of one version of
the browser is authorized to run on each network computer.

To identify which version of the browser may run on your network computer,
select from your local setup screen, Statistics, followed by Options. Scroll to see
what options are available.

Version 3.0

Navio (Netscape NC Navigator 3.0) will run with a minimum of 24MB of
memory installed in your network computer. Depending on the type of Web
pages accessed, more memory may be required. A total of 40MB of memory is
recommended when Navio is used along with other local clients.

Version 4.0

There are two versions of Netscape NC Navigator 4 provided on the NCBridge
media:

» Netscape
* Netscape_lite

The NCD version of Netscape 4 includes all features of the Netscape
Navigator 4 Solaris version. It requires a minimum of 40MB of memory to run
on the network computer. A total of 48MB is recommended for most Netscape
Navigator 4 applications, especially when Java applets are executed.
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4-2

The Netscape_lite binary version of the browser includes all Netscape 4
features except email and news. Netscape_lite is offered so customers with
XP200 products, which hold a maximum memory of 36 MB, may run version 4
of the browser.

Launching and Exiting Local Netscape Browser

The following feature is available for users of Netscape (not Navio) who start
the browser using the xpsh command.

To prevent file corruption in the event a user powers down the network
computer too quickly during a browser exit, a window pops up to remind the
user to wait until Netscape has finished saving files. The popup window appears
only if the environment variable PAUSE_FOR_EXIT has been set. This
variable can be set from xpsh using one of the following commands, depending
on the browser used:

xpsh -display NC_NAME:0 -xpenv “PAUSE_FOR_EXIT=1" -access xpsh netscape_lite
or
xpsh -display NC_NAME:0 -xpenv “PAUSE_FOR_EXIT=1" -access xpsh netscape

Even if this environment variable is not set, the browser saves files before
destroying the windows. Consequently, with NCBridge 3.2 or higher, the
windows will remain longer upon exit than in previous versions.
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WinDD ICA Client Plug-in for Web Browser

The Netscape browser supports an ICA plug-in. This allows users to create a
web page that uses the WinDD ICA client to run Windows applications directly
within the browser.

For example, suppose your group of users on mixed Unix and PC workstations
uses Microsoft Word to create and update documents. You might wish to have
a web page that lists all the documents created or supported by your group,
allowing the user to select a document and edit that document within the
browser. The user could create a web page that provides a Navigator or other
list of your documents, supports selection of a document, and initiates the
WinDD ICA client plug-in to open that document in Microsoft Word.

The supported browser is either the Navio NC Navigator (3.0) or the Netscape
NC Navigator (4.x) browser.

Using the WinDD ICA client plug-in in a web page requires:

* Installation of NCBridge 3.2 (or higher) onto a Unix host or NT PC (system
administrator).

* Web server setup to allow application launching based on file type (system
administrator).

* Creation of a web page invoking the WinDD ICA client and a Windows
application (user).

Installation of NCBridge on a Unix or NT Server

The installation of NCBridge onto a Unix or Windows NT host automatically
installs both the NC Navio Navigator and the Netscape NC Navigator browsers.
Each browser is configured at this time to define a MIME type/sub-type,
application/x-ica which is associated with the WinDD ICA client plug-in
client provided with this release. This association ensures that the browser
knows to invoke the WinDD ICA client upon trying to read a file of MIME
type/sub-type application/x-ica.

Typically, to run the local browser from your network computer, the network
computer must be connected to the Unix or Windows NT host on which
NCBridge was installed and the network computer must be authorized. Once
you are running the browser, you can check that the WinDD ICA client plug-in
is installed in the browser's plug-in table.
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Setting a Kiosk Browser to Start the WinDD Plug-in for .ica
Files

To set a kiosk browser so it can initiate the WinDD plug-in for .ica files:

1. Use Options > GeneralPreferences > Helpers to bring up the table and
look for the plug-in listing.

2. Go to your internet browser and make the setting shown here:

Wetscape: Preferences

|Caiegnry |
= Appearance Cache Designate the size of the cache
Fonts
Cal The cache is used to keep local copies of frequently acoessed docu-
Rt rments and thus reduce time connected to the network. The Reload
[> Mavigatar button will always compare the cache document ta the netwark
Il ity docurmentand show the most recent one. To load pages and irAges
frarn the netwaork instead of the cache, press the Shift key and click
= Advanced the reload button.
Cache I 1
: Disk cache: | 3000 kBytes Clear Disk Cache
Prowies
Mermorny cache: _?_SDDD kBytes Clear Mermony Cache

Cache Folder: __;_(n-emr’cache Choose... |

Docurment in cache is compared to document on netwark
~ Everytime
4 Once pet session

s Mewer

(L8 | Cancel |

3. Set the disk cache folder to /mem/cache as shown in the figure.

Note: Files will be saved to memory, but are lost when you exit the
browser.
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Web Server Setup to Allow Application Launching

Note: This step is only required if you are creating a web page that
uses the WinDD ICA client plug-in as an embedded plug-in
(see the next section).

Basically, using the WinDD ICA client as an embedded plug-in of a web page
requires that you specify to the browser the data stream on which the WinDD
ICA client is to act (the ICA input file which specifies the Windows NT
Terminal Server host starting parameters).

The browser must be configured so that files with file extension ica are handled
by the WinDD ICA client plug-in. This is done by associating the file extension
ica with the MIME type/sub-type application/x-ica, which the browser already
knows (from install) will be handled by the WinDD ICA client plug-in.

This is done by including the following line in the UNIX browser setup file,
(usually named mime.types—your system administrator will know the location
and name of the mime.types file on your server):

application/x-ica ica

Creation of a Web Page Invoking a Windows
Application

Browser plug-ins can be “embedded” plug-ins, meaning that they appear as
visible, rectangular windows integrated into your web page, or they can be
“full-screen” plug-ins, which take over the entire current browser window to
display the plug-in contents.

Both the following methods of invoking the WinDD ICA client plug-in from a
web page for the local browser requires that you create a web page and an ICA
file from which the WinDD ICA client will take its starting parameters. Two
different methods to do this are described in the following sections.
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WinDD ICA Client Embedded Plug-in

Web Page

Specifying an embedded plug-in requires including the EMBED html tag in the
html source for the web page. An example follows:

<EMBED SRC=‘“http://www.NCD.com/word.ica” HEIGHT=640 WIDTH=480>

In this example, the EMBED tag format uses the keywords “EMBED”,
“SRC=", “HEIGHT=", and “WIDTH=". The “SRC=" tag specifies the URL for
the file which is to be read as input to the WinDD ICA client plug-in. In this
example, the file word.ica is located in the web server's public root directory.
The “HEIGHT=" and “WIDTH=" parameters specify the dimensions of the
embedded application, in this case, the WinDD ICA client window dimensions.

ICA File

The data in the ICA file tells the WinDD ICA client which Windows NT
terminal server to connect to and which application to launch when connected
(for example, Microsoft Word). Make sure that the application you want to run
is installed on your Windows NT server.

You can use a simple text editor such as Notepad to create the ICA file. Put the
following information into the ICA file:

The IP address or DNS name of the Windows NT server.

The full path name of the program to be run in your WinDD ICA client
session. This information is optional. If you leave this information out of
your ICA file, a full WinDD client session will start Program Manager.

The working directory (optional).

The logon user name and password (optional).
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The following is an example ICA file. Lines preceded with ““;”” are comments to
explain the contents. Lines encased in “[ ] are section headers.

[ApplicationServers]

; The [ApplicationServers] section must contain as its value the name
; of the application server entry used to describe the connection. The
; entry is simply the name of the next section (the application section)
; followed by an equal sign.

; The value /name given (in this example, Access) will appear in the

; titlebar of the client window.

Access=

[Access]

; The [Application] section describes the attributes of the Access

; application entry.

; The application name in the square brackets must match the name

; given as the value to the [ApplicationServers] section above.
TransportDriver= TCP/IP

; This value must be “TCP/IP”

Address=206.103.132.12

; The Address value is the TCP/IP address of the Windows NT server.
; It can be either a DNS name or an IP address.

WinStationDriver=ICA 3.0

; This value must be “ICA3.0”

Username=JOE SCHUMAN

Domain=ABC

Password=000100

; The Username, Domain, and Password fields are optional. The

; Username is the user name of a valid WinDD ICA client user. The

; Domain is the Windows NT domain the user belongs to, and the

; Password is the logon password for the user. The password, if used,
; must be encrypted.

; To enter an encrypted password into the ICA file, use the WinFrame
; Client Remote Application Manager New Entry Wizard to create a

; remote application entry. When you are prompted for the username and
; password, enter the password that you want to use in the ICA file.
; Finish the New Entry wizard.

; Open the file APPSRV. INI in the Windows directory and locate the

; entry you just created. Copy the password value and paste it into

; your ICA file. Note that the APPSRV.INI file looks a lot like the ICA
; file you are creating.

; The ICA file is, in fact, a subset of the

; APPSRV.INI file. You can use the entries in this file to help you

; create new ICA files.
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InitialProgram=d: \word\msword.exe

;The InitialProgram value specifies the path, on the Windows NT server,
; of the application to be automatically launched when the
; connection is made. Include any command-line options.

WorkDirectory=d:\word

; The WorkDirectory is the directory that the application should use for
; its default directory.

ScreenPercent=75

; The ScreenPercent sets the horizontal and vertical pixel resolution
; based on client desktop size.

DesiredHRES=640
DesiredVRES=480

; Alternately, use either ScreenPercent or DesiredHRES and DesiredVRES
; to specify the size of the client window in pixel resolution.

; NOTE: If both ScreenPercent and DesiredHRES and DesiredVRES

; are specified, only ScreenPercent is used. ScreenPercent is not

; available with the WinFrame 1.6 Client, only the Web Client.

DesiredColor=2

; DesiredColor sets the color palette depth. Use “1” for 1l6-color and
“27 for 256-color. The default is 2 (256-color).

[WFClient]
Version=2
; The WFClient section describes the WinFrame Client. Enter as shown.

WinDD ICA Client Configuration GUI as Full-Screen Plug-In

NCD provides an HTML form and CGI script (Bourne shell) with the WinDD
ICA client plug-in binary. This example shows you a way to create a web page
such that the entire web page contents are a GUI form that configures a WinDD
ICA client session and brings up a user-specified Windows application using
the WinDD ICA client plug-in.

The form includes input areas for the Windows NT host name, user name,
domain, password, initial program path, and working directory path. Some, all,
or none of the input fields can be entered. The input fields correspond to the
WinDD ICA client command-line arguments. Input in a GUI field is the same
as starting the WinDD ICA client with that command-line parameter. An input
field with no input is the same as not using the command-line argument.

The form also contains a button to start the WinDD ICA client. This button
creates an ICA file whose contents are determined by the values you set in the
input fields of the form.
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The HTML form and CGI script can be found after Navio installation at:
.../ tekxp/examples/plugins/ (windd.bsh, windd.htm)

Copy the CGI script to a CGI script directory on the web server host (example
path: X/Y/Z). Use the HTML form as the source for your web page. Open that
source and change the value of the ACTION field to be the path to the new
location X/Y/Z of the CGI script.

You could use the web page you just created to give your users an automatic
method of invoking Microsoft Word by specifying Word as the default initial
program in the HTML form.

Here is the HTML code for the WinDD ICA client configuration form:

<HTML>

<HEAD>

< TITLE>WinDD ICA client Configuration</TITLE>

<HEAD>

<BODY>

<H2>WinDD ICA client Configurationc/H2>

<! change the path below to your directory structure >
<FORM METHOD=“POST” ACTION="“/cgi-bin/windd.bsh”>

<PRE> WinDD host: <INPUT TYPE=“TEXT” NAME=“Address” SIZE=40>
Login username: <INPUT TYPE="TEXT” NAME =“Username” SIZE=40>
Domain Name: <INPUT TYPE=“TEXT” NAME =“Domain” SIZE =40>
Password: <INPUT TYPE=“password” NAME =“Password” SIZE =40>
Initial Program: <INPUT TYPE=“"TEXT” NAME=“InitialProgram”SIZE=40>
Work Directory:<INPUT TYPE=“TEXT” NAME =“Workdirectory” SIZE=40>
<P>

<INPUT TYPE=“submit” VALUE=“Start WinDD”>

<INPUT TYPE=“reset” VALUE=“CLEAR">

<PRE>

<FORM>

<BODY>

<HTML>
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Here is the Bourne shell script that creates an ICA file for the WinDD ICA client to
read:

#!/bin/sh

#

# Use this script to see what comes back from a FORM submission
# with method=“GETf"

#

read my_data

echo Content-type: application/x-ica
#echo Content-type: text/plain

echo

my_data="echo $my_data | tr '\015' \&"

my_data="echo S$Smy_data sed -e 's/Address=&//g'’
my_data='echo $my_data sed -e 's/Domain=&//g'"’
my_data='echo S$my_data sed -e 's/Password=&//g'’
my_data='echo $my_data sed -e 's/InitialProgram=&//g'"’
my_data='echo $my_data sed -e 's/Workdirectory=&//g'"’
my_data='echo $my_data sed -e 's/Username=&//g'’
my_data="echo S$Smy_data tr \+ '\ '

my_data="echo S$Smy_data sed -e 's/\%3A/:/g'’
my_data="echo S$Smy_data sed -e 's/\%5C/\\\\/g'"

echo $my _data | awk -F\& '{ for( i=1; i < NF+1l; ++i) print $i }
echo
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Local Browser Kiosk Support

The local browser kiosk mode provides:

* Simpler methods of launching the local browser.

* Local browser support in VAX VMS boot host environments.

» Support for a 12MB flash memory option (NC200 and NC400 only).

* Support for a 16MB flash memory option on the NC200, NC400, and NC900
series.

Local browser kiosk support applies to all network computers that can run the
browser, including:

e XP100, XP200, XP300V, XP350, NC200, NC400, and NC900.
The browser is not available for:
e« XP10, XP10T, XP20, XP100D, or XP330.

Although this section applies primarily to NC200, NC400, and NC900 network
computers with either the 12MB or 16MB flash card, you can still take
advantage of most of these features with older network computer models.

Browser-Related Features

Prior to the NCBridge 3.1 release, the only way to launch the browser was to
use the xpsh command from a host login account, using xpsh’s file access
mechanism to read and write browser preference settings and history data into
the user’s home directory. While this might remain the preferred method for
many users, there are some circumstances—for example, using a network
computer as an information kiosk—where it is either impossible or undesirable
to log in to launch a browser. To support using the browser in such an
environment, there are two other methods of launching the browser.

Due to xpsh limitations in VAX VMS environments, the browser would not run
when the network computer booted from a VMS host. With NCBridge 3.1 or
higher, it is possible to boot a network computer from a VMS host using the
MOP boot protocol and start the browser with the Launcher or the xp.cnf file.
When operating this way, the browser will use DAP file access to read the
configuration files from the .navio directory for Navio and .netscape directory
for Netscape or Netscape_Lite under the boot directory.
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Chapter 4  Local Browser Support

The 12MB flash memory option in the NC200 and NC400 allows you to store
all the Navio or Netscape_Lite browser files in flash memory so that the
network computer can operate as a stand-alone kiosk. The 16MB flash memory
option allows you to store all of the full Netscape browser files in flash memory
so that the network computer can operate as a stand-alone kiosk. With the
browser in flash, the network computer doesn’t need a boot host, and users
don’t need login accounts. The network computer can be configured to start the
browser upon power-up and immediately connect to a web server home page.

Starting Navio NC Navigator

4-12

Prior to the NCBridge 3.1 release, the only way to start the local browser was
with the xpsh command:

xpsh -access xpsh navio

With NCBridge 3.1 or higher, there are two other methods for starting the local
browser, the simplest being through the Launcher, as shown in Figure 4-1. A
default menu item for the Navio browser has been added at the top of
Launcher’s Host Connections pull-down menu. (See the NCBridge
Installation Manual for instructions on how to modify this menu.)

Setup
Console
Lock Screen
Hosthdenu

Host Connections ™ Navio

Window Managers .- WinDD

Multimedia ™ Telnet

QuIT Telnet Tek340
CTerm

CTerm Tek340

LAT

LAT Tek340

Serial Port 0

Serial Port 0 Tek340
Serial Port 1

Serial Port 1 Tek340

Figure 4-1 Starting the Navio Browser with a Launcher Pull-down Menu
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Another way to start the browser is to add a start command to your xp.cnf file.
The following are three example start commands that may be used to start the
three different binary versions of the browser:

start NAVIO YES

start NETSCAPE YES

start NETSCAPE_LITE YES

Note: Only one version of the browser may be run at one time.

It is also possible to pass command-line parameters and environment variable
settings with this command. The following examples start the browser with a
default geometry and override the proxy auto configuration URL with a
different one:
start NAVIO YES -args “-geometry 860x900+80+60” -envs
“AUTOCONF_URL=http://proxy.mydomain.com”

start NETSCAPE YES -args “-geometry 860x900+80+60” -envs
“AUTOCONF_URL=http://proxy.mydomain.com”

start NETSCAPE_LITE YES -args “-geometry 860x900+80+60” -envs
“AUTOCONF_URL=http://proxy.mydomain.com”

Note that all the parameters must be specified on the same line in the xp.cnffile.

Configuring the Browser for Kiosks

An easy way to configure the browser for kiosk operation is to invoke it in
non-kiosk mode (with the xpsh command) and then make changes with the
Preferences menu. Once the browser is configured, copy the essential
configuration files from either the .navio directory for Navio or the .netscape
for Netscape/Netscape_Lite created in your home directory to the .navio
directory for Navio and .netscape directory for Netscape/Netscape_Lite under
the boot directory. (Use the configuration files listed in Table 4-1, Navio
Browser Configuration Files, on page 4-14 as a guide.) If you choose this
method to configure the browser, be aware that you may have to modify some
of the entries in the files, to remove references to .signature, .mailcap, or other
personal files. Sometimes you can make the necessary changes by editing the
configuration files directly, although these database files are not generally
editable.

Note: Navio writes preferences to the preferences file. Netscape
writes preferences to the preferences.js file, a Javascipt file.
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Table 4-1 lists the Navio browser configuration files and their purposes.

Table 4-1 Navio Browser Configuration Files

File

Description

config/plugins.tbl

list of plug-ins to support

navio/bookmarks.html

defaults for the “Bookmarks” menu

navio/cert5.db

default SSL certificates database

navio/cookies default cookie database
navio/history.db default history menu database
navio/key.db default encryption key database
navio/mailcap default helper applications

navio/mime.type

default mime file extension/application bindings

navio/preferences default browser configuration preferences
navio/proxycon default proxy autoconfiguration script
navio/signature default signature for e-mail messages

usascii/app-defaults/Navio

X resource defaults for Navio

Table 4-2 lists the Netscape browser configuration files and their purposes.

Table 4-2 Netscape Browser Configuration Files

File

Description

config/plugins.tbl

list of plug-ins to support

.netscape/bookmarks.html

defaults for the “Bookmarks” menu

.netscape/cert7.db

default SSL certificates database

.netscape/cookies

default cookie database

.netscape/history.db

default history menu database

.netscape/key3.db

default encryption key database

.netscape/mailcap

default helper applications

.netscape/mime.types

default mime file extension/application bindings

.netscape/preferences.js

default browser configuration preferences

usascii/app-defaults/Netscape

X resource defaults for Netscape

4-14
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Because kiosk administrators don’t want their carefully configured browser
environments altered by casual users, browser configuration files in kiosk
mode, by default, are not writable. So users can change browser settings in the
Preferences menu, but the changes will not be saved. The same restriction
applies to bookmarks and h